מודל DREAD

| הסיכון | Damage | Reproducibility | Exploitability | Affected users | Discoverability | Total |
| --- | --- | --- | --- | --- | --- | --- |
| MITM | 10 | 8 | 10 | 4 | 10 | 8.4 |
| xss – הזרקת סקריפטים בצד הלקוח לדפי אינטרנט שנצפו על ידי משתמשים אחרים | 10 | 10 | 5 | 10 | 10 | 9 |
| פקודות sql מוזרקות ליישום | 10 | 10 | 10 | 10 | 9 | 9.8 |
| כשל בהגבלת הגישה לכתובות URL | 10 | 10 | 3 | 10 | 10 | 8.6 |
| נתונים רגישים מאוחסנים ללא הצפנה (סיסמאות) | 10 | 3 | 3 | 10 | 7 | 6.6 |
| DDOS | 4 | 8 | 7 | 10 | 10 | 7.8 |
| Phishing | 9 | 8 | 2 | 2 | 10 | 6.2 |
| ניצול גישה למייל של המשתמש ע״מ לגנוב את הסיסמא שלו | 10 | 10 | 10 | 4 | 8 | 8.4 |
| דליפת פרטי הזדהות ל - DB | 10 | 10 | 5 | 10 | 2 | 7.4 |